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The latest errata information is always available on the Danfoss homepage via following link:  
 

It contains errata information for: 

 PVED-CLS boot loader  

 PVED-CLS application 

 Documentation  

 PLUS+1 Service tool 

 Other topics related to the steering system 

 

 

 

http://powersolutions.danfoss.com/products/steering/pved-cls-intelligent-steering-sub-system/
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SingleFrame(SF)[(PCI.DL=2,xx.. ]

DataLength = 2

DL=$2

Sender Receiver

DataLength = 2, DL=$2;

 

 

  



 

 

 

  





Sender    Receiver 

FirstFrame     

    DataLength = 36 
First 6 Databytes received 

    FlowControlFrame 
Connection SetUp 

Now Receiver is ready to 
get 3 CFs with data 

    

     

CF 1     

 
 

   Receives CF1-Data 
13 Databytes rec. 

CF 2     

 
 

   Receives CF2-Data 
20 Databytes rec. 

CF 3     

    Receives CF3-Data 
27 Databytes rec. 

    FlowControlFrame 
Because SN = BSmax 

Sender receives FC, 
Receiver is ready to get 
next 3 CFs 

    

CF 4     

 
 

   Receives CF4-Data 
34 Databytes rec. 

CF 5     

 
 

   Receives CF5-Data 
Only 2 valid Databytes are 

in this CF, now all 36 
Bytes are received 

 
All Data are sent. 

   All Data are received. 

 
 
 

 



 

 

 



 

 

 

 



 

ATTENTION!  
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This message prepares data transfer into flash or EEPROM. 
 ID: 101 TTTTTTT0, where TTTTTTT= ECU address 
 PCI: 0x1008 (FF, 8 further bytes follow) 
 SI: 0x34 (RequestDownload) 
  0xsa (MSB start address) 
  0xsa (NSB start address) 
  0xsa (LSB start address) 
  0x00 = uncompressed data 
  0xea (MSB memory size) 
  0xea (NSB memory size) 
  0xea (LSB memory size) 
Memory size = total number of bytes that are to be transferred in this download  
A positive response to this command appears as follows: 
 ID: 101 TTTTTTT1, where TTTTTTT= ECU address 
 PCI: 0x02 (SF, 2 further bytes follow) 
 SI: 0x74 (RequestDownload-PositiveResponse-SI) 
 LI: 0xyy (yy = maximum number of bytes that can be transferred in a block) 
    
A negative response to this command appears as follows: 
 ID: 101 TTTTTTT1, where TTTTTTT= ECU address 
 PCI: 0x03 (SF, 3 further bytes follow) 
 SI: 0x7F (NegativeResponse) 
 SDS: 0x34 (on RequestDownload -SI) 
 RC: 0xyy (Error condition) 
  yy =  0x11: Service not supported 

0x12: Function is not supported 
0x13: Time-out (300 ms) 
0x22: Conditions not correct 

   0x33: Security access denied 
   0x42: Invalid address 
 
 

Download/Write to EEPROM address location 0x0h and 0x1h 
.  



 

  



 

  



 

  
  



 



 

 

 

 

 

 

 

 

 



 

 





 





 





 



 





 





 





 





 

 





 



 

 


